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ПРИКАЗ

**Об обращении со средствами криптографической защиты информации на объекте
информатизации - «Информационная система персональных данных Общества с
Ограниченной Ответственностью «Центр развитие образование становление творчество»
для подключения к защищенной сети передачи данных № 3608»**

В целях исполнения требований приказа ФСБ России от 10 июля 2014 г. № 378 «Состав и содержание организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности», приказа ФАПСИ от 13 июня 2001 г. № 152 « Об утверждении инструкции об организации и обеспечении безопасности хранения, обработки и передачи по каналам связи с использованием средств криптографической защиты информации с ограниченным доступом, не содержащей сведений, составляющих государственную тайну»

ПРИКАЗЫВАЮ:

1. Назначить

Ведущий специалист по электронному обучению Шкляревская С. М.

ответственным за обеспечение функционирования и безопасности криптографических средств на объекте информатизации - «Информационная система персональных данных Общества с Ограниченной Ответственностью «Центр развитие образование становление творчество» для подключения к защищенной сети передачи данных № 3608» (далее - ИСПДн для подключения к ЗСПД).

1. Утвердить Инструкцию ответственного за обеспечение функционирования и безопасности криптографических средств в ИСПДн для подключения к ЗСПД (Приложение 1).
2. Ответственному за обеспечение функционирования и безопасности криптографических средств в ИСПДн для подключения к ЗСПД ознакомиться под роспись и руководствоваться в своей деятельности Инструкцией ответственного за обеспечение функционирования и безопасности криптографических средств.
3. Утвердить Инструкцию по обращению со средствами криптографической защиты информации (СКЗИ) в ИСПДн для подключения к ЗСПД (Приложение 2).
4. Утвердить инструкцию пользователей СКЗИ (Приложение 3).
5. Ответственному за обеспечение функционирования и безопасности криптографических средств ознакомить под роспись пользователей СКЗИ ИСПДн для подключения к ЗСПД с Инструкцией по обращению с СКЗИ и Инструкцией пользователей СКЗИ.
6. Пользователям, которым необходимо получить доступ к работе с СКЗИ, пройти инструктаж по правилам работы с СКЗИ.
7. Утвердить Перечень пользователей СКЗИ (Приложение 4).